
6. Remove the upper 
 mounting screw to 
 release the green 
 ground cable,

A Phillips head 
screwdriver will be
the only tool required
to complete the Biometric 
reader installation.

The Sargent & Greenleaf upgrade kit includes
  (1) Biometric Reader
  (2) Mounting machine screws

9. Secure the biometric 
 interface using the 
 provided screws.

13. Mount the keypad back onto the safe door.

I-SERIES KEYPAD
BIOMETRIC READER
UPGRADE INSTRUCTIONS

2. Remove the securing screw from 
 the base of the keypad.

1.  Use a valid combination to open the door and lock the door open.

3. Press the quick release button to remove the keypad from the base.

5. Unlatch the locks black 
 and red power cable.

4. Unplug the lock cable.

5

4

7. Remove the plastic 
 biometric insert at the top 
 of the keypad by pressing 
 upward from the inside of 
 the keypad housing. 

8. Slide the biometric 
 sensor into the keypad 
 housing ensuring the 
 biometric ribbon is 
 moving towards the 
 right and over the 
 green ground cable.  
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10. Slide the ribbon cable into the biometric connection.

11. Push the ribbon cable connection lock down to secure the ribbon cable.

12. Check the ribbon cable 
 to make sure the mounting of  
 the keypad will not damage   
 the cable. 
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to open the door and lock the door open

630-1050_Bio_Upgrade_Ins_2.3.ai   1   10/22/21   4:44 PM



15. Use the biometric programming instructions.

14. Upgrade the keypad firmware to the biometric keypad option. g.  Click the update firmware button

e.  Click the “Check For Updates” button

f.   Click the “Download” button if an update is available

a.  Login to the S&G  
             mobile app

b.  Select your lock from the connected locks menu

c.  Once you have identified your lock, click the on right arrow to edit

d.  Click the lock edit ICON

Corporate Headquarters: One Security Drive  |  Nicholasville, Kentucky 40356. Except as otherwise noted, 
all trademarks in this data sheet are trademarks of Sargent and Greenleaf in the U.S. and elsewhere. ® 
denotes a trademark registered with the U.S. Patent and Trademark Office and/or other Trademark offices 
around the world. Ɂ

iserieskeypad.com (800) 826-7652
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ADDITIONAL INFORMATION

AGENCY COMPLIANCE NOTE
ALL VdS, A2P, SBSC, & EN1300 Certifications will not be valid when this type of keypad is connected to an 
S&G lock. This keypad utilizes advanced communication features that are not currently permitted by some 
security standards and/or Certification Bodies. To maintain Certifications, ensure that an appropriately 
approved Sargent & Greenleaf keypad is paired with the lock body. Contact your Sargent and Greenleaf 
sales representative for details.

The audit features, peripheral devices and accessories, software features, one-time code functionality, 
USB functionality, wireless functionality, remote functionality, Bluetooth functionality and other additional 
features are beyond the scope of the UL 2058 standard and not part of the UL Listing.

FCC COMPLIANCE STATEMENT
This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) 
This device may not cause harmful interference, and (2) this device must accept any interference received, 
including interference that may cause undesired operation. To comply with FCC’s and Industry Canada’s RF 
radiation exposure limits for general population/uncontrolled exposure, this device must be installed to 
provide a separation distance of at least 20cm from all persons. This device must not be co-located or 
operating in conjunction with any other antenna or transmitter.

NOTE: This equipment has been tested and found to comply with the limits for a Class B digital device, 
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against 
harmful interference in a residential installation. This equipment generates, uses and can radiate radio 
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful 
interference to radio communications. However, there is no guarantee that interference will not occur in a 
particular installation. If this equipment does cause harmful interference to radio or television reception, 
which can be determined by turning the equipment off and on, the user is encouraged to try to correct the 
interference by one or more of the following measures:
• Reorient or relocate the receiving antenna.
• Increase the separation between the equipment and receiver.
• Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
• Consult the dealer or an experienced radio/TV technician for help.

WARNING
Any changes or modifications not expressly approved by the party responsible for compliance could void 
the user’s authority to operate the equipment.

The Bluetooth® word mark and logos are registered trademarks owned by Bluetooth SIG, Inc. and any use 
of such marks by Sargent and Greenleaf, Inc. is under license. Other trademarks and trade names are those 
of their respective owners.
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